Privacy Statement Subscribe to NN Group Press Releases

Introduction
This is the privacy statement press release subscription of NN Group N.V. (‘NN’). This privacy statement applies to the processing of all personal data of data subjects during the period in which they are registered to receive the aforementioned press releases.

As the protection of your privacy is important to NN, we take our responsibility to protect your personal data seriously. That is why NN has drawn up this privacy statement, alongside other measures.

The purpose of this privacy statement is to be transparent about how NN collects, uses and protects your personal data. We also explain how we comply with privacy laws, such as the General Data Protection Ordinance (GDPR). Please read this statement carefully to understand how we handle your personal data.

Who is responsible for your personal data?
NN (Schenkkade 65, 2595 AS The Hague, the Netherlands) is responsible for the processing of your personal data.

To send out a press release.

On https://www.nn.nl//Press-Release-Subscription.htm you can register to receive press releases from NN. To send a press release, we will process your email address. You can unsubscribe via the link at the bottom of the emails you receive from us. If you withdraw your consent, we will no longer use your email address to send press releases and will remove your email address from our mailing list.

The legal basis for sending out the press releases is consent (Article 6 (1) (a) of the GDPR).

Who has access to your data?

Access to your data within NN
Your personal data are only accessible to persons within NN insofar as this is necessary for the performance of their duties and falls within the scope of our purpose mentioned in the previous paragraph.

Access to your data by third parties
NN may share certain personal data with a supplier or service organisation that requires the use or retention of your personal data for the purposes described above in this privacy statement and in accordance with applicable law.

Before NN shares your data with a third party (e.g. a processor), NN will ensure that all such parties adhere to strict security standards.
NN does not sell or trade your personal information to or with any third party. NN may be required to disclose certain personal data to third parties, such as government agencies in accordance with relevant legislation. It may also be necessary for NN to transfer your personal data in order to protect NN's legitimate rights, again in accordance with the relevant legislation.

How do we protect your personal data?
Because your privacy is important to us, your personal data will be treated in the strictest confidence. NN has also taken appropriate technical and organisational security measures. This is to prevent unwanted access to, and/or disclosure, destruction, loss and alteration of personal data. To this end, NN uses security techniques, including secure servers, firewalls and encryption, as well as physical protection of areas where data is stored.

The (guidelines associated with the) Incident Management Standard describe the internal process for data breaches involving personal data for which NN is responsible.

Will your personal data be transferred outside the European Economic Area?
In some cases, NN uses IT service providers that have branches or servers abroad. These companies may have access to certain personal data outside the EEA, for example in the United States. NN has taken additional measures to ensure that your personal data are also well protected by these international companies. For example, NN has special agreements in place with these companies to secure your personal data at the level required by the GDPR.

Does NN use automated decision-making?
No. NN does not use automated decision-making based on your data, such as profiling.

What are your rights?
As a data subject you have a number of rights with regards to your personal data. These rights are explained below.

Right of access
This means that you can ask what personal data we have registered about you and how we use it.

Right of rectification, erasure and objection
You have the right to have your personal data rectified if they are not correct. You also have the right to have your personal data deleted if your personal data have been processed unlawfully, are no longer needed for the purpose for which they were processed, or because you have withdrawn your consent and NN no longer has any other valid reason for processing your data.

You also have the right to object your personal data. This right means that you can indicate that your data may not be used temporarily. You can make use of this if your personal data are incorrect, are unlawfully processed, are no longer needed for the purpose for which they were collected or are being processed, or if you object to the processing and your objection is still being processed by us.

You are entitled to data portability
This means that in certain cases you have the right to ask us to transfer the personal data that you have provided to us to yourself and/or another service provider.
You have the right to object
You can object to the processing of your personal data if we use your personal data for purposes other than those necessary for the performance of a contract or for the fulfilment of a legal obligation. We will carefully review your objection and, if necessary, stop processing your personal data.

Do you have any questions?
For general questions or comments about this privacy statement, please contact our Media Relations department at Mediarelations@nn-group.com.

Do you have a complaint?
If you have a complaint about the way in which NN handles your personal data, you can submit your complaint via the Contact / Complaint Report page. You can also submit a complaint to the Dutch Data Protection Authority (Autoriteit Persoonsgegevens).